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Abstract—Versatile contortion of fingerprints is one of the significant foundations for false non-coordinate. While this 

issue influences all fingerprint recognition applications, it is particularly hazardous in negative recognition applications, 

for example, watch rundown and deduplication applications. In such applications, malignant clients may deliberately 

mutilate their fingerprints to dodge ID. This paper, planned to utilize novel algorithms  to recognize and amend skin 

distortion in light of a solitary single fingerprint. Mutilation discovery is seen as a two-class grouping issue, for which the 

enlisted edge introduction guide and period map of a unique mark are utilized as the component vector and a SVM 

classifier is prepared to play out the arrangement assignment. Mutilation change (or similarly bowing field estimation) is 

viewed as a backslide issue, where the data is a deformed one of a kind finger impression and the yield is the twisting 

field.. To take care of this issue, a database (called reference database) of different contorted reference fingerprints and 

relating bending fields is implicit the disconnected stage, and after that in the online stage, the closest neighbor of the 

info unique mark is found in the reference database and the comparing mutilation field is utilized to change the 

information unique mark into an ordinary one. Promising outcomes have been acquired on three databases containing 

many twisted fingerprints, in particular FVC2004 DB1, Tsinghua Distorted Fingerprint database, and the NIST SD27 

inactive unique mark database 
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1. INTRODUCTION 

1.1 FINGERPRINT RECOGNITION 

Automatic fingerprint recognition technologies have quickly 

advanced throughout the last forty years, there still exists 

many difficult analysis issues, and for example, recognizing 

caliber fingerprints [2]. Fingerprint marriage broker is 

extremely sensitive to image quality as determined. In the 

FVC2006 [3], wherever the matching accuracy of identical 

algorithmic program varies considerably among totally 

different datasets owing to variation in image quality. 

The distinction between the correctness’s of plain, rolled and 

latent fingerprint coordinating is much bigger as decided in 

innovation assessments led by the workplace [4]. The result 

of bore fingerprints relies on upon the sort of the unique 

finger impression acknowledgment framework. 

1.2 FINGERPRINT DISTORTION  

Versatile bending is presented in view of the innate 

adaptability of fingertips and a designedly sidelong drive or 

constrained. Skin distortion will increase the intra-class 

variations and so ends up in false non-matches because of 

restricted capability of existing fingerprint matchers in 

recognizing severely distorted fingerprints. This large 

distinction is because of distortion instead of overlapping 

space. Whereas it's attainable to form the matching 

algorithms tolerate giant skin distortion, this can result in 

additional false matches and impede matching speed. 

1.3 DISTORTION DETECTION 

It is seen as a two class arrangement. This report tends to use 

the registered ridge orientation map and amount map because 

the feature vector, which is assessed by a SVM classifier 

higher core points aren't properly detected, This report tend to 

manually estimate the middle purpose. Finger direction is 

outlined to be vertical to finger joint and was manually 

marked for all reference fingerprints [5]. Since the reference 

fingerprints were registered within the offline stage, manual 

intervention is acceptable. The planned distorted fingerprint 

rectification algorithmic rule consists of Associate in Nursing 

offline stage and a web stage. In the offline stage, an info of 

distorted reference fingerprints is generated by reworking 

many traditional reference fingerprints with numerous 

distortion fields at that point utilize the reverse of the relating 

contortion field to correct the distorted info of input 

fingerprint. Within the on-line stage, given a distorted input 

fingerprint it tends to retrieval its nearest neighbor within the 

distorted reference fingerprint info [6] and at that point utilize 
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the reverse of the relating contortion field to correct the 

distorted info of input fingerprint. 

1.4 DISTORTION RECTIFICATION 

A distorted fingerprint may be thought of being generated by 

applying Associate in nursing unknown distortion field d to 

the conventional fingerprint, which is additionally unknown. 

If this report will estimate the distortion field d from the 

given fingerprint, this report can easily rectify it into the 

normal fingerprint by applying the inverse of d. during this 

report a nearest neighbor regression approach is used for this 

task. 

II. LITERATURE SURVEY 

2.1 DETECTING FINGERPRINT DISTORTION FROM A 

SINGLE IMAGE  

AUTHORS: X. Si, J. Feng, and J. Zhou  

This paper analyzes the effect of intrusion detection and 

response on the reliability of a cyber physical system (CPS) 

comprising sensors, actuators, control units, and physical 

objects for controlling and protecting a physical 

infrastructure. It develops a probability model based on 

stochastic Petri nets to describe the behavior of the CPS in the 

presence of both malicious nodes exhibiting a range of 

attacker behaviors, and an intrusion detection and response 

system (IDRS) for detecting and responding to malicious 

events at runtime. Results indicate that adjusting detection 

and response strength in response to attacker strength and 

behavior detected can significantly improve the reliability of 

the CPS. It paper numerical data for a CPS subject to 

persistent, random and insidious attacks with physical 

interpretations given. 

2.2 LOCALIZED DICTIONARIES BASED ORIENTATION 

FIELD ESTIMATION FOR LATENT FINGERPRINTS.  

AUTHORS: X. Yang, J. Feng, and J. Zhou  

Dictionary based orientation field estimation approach has 

shown promising performance for latent fingerprints. This 

paper intent seek to exploit stronger prior knowledge of 

fingerprints in order to further improve the performance. 

Realizing that ridge orientations at different locations of 

fingerprints have different characteristics, this paper uses a 

localized dictionaries-based orientation field estimation 

algorithm, in which noisy orientation patch at a location 

output by a local estimation approach is replaced by real 

orientation patch in the local dictionary at the same location. 

The precondition of applying localized dictionaries is that the 

pose of the latent fingerprint needs to be estimated. This 

paper adduce a Hough transform-based fingerprint pose 

estimation algorithm, in which the predictions about 

fingerprint pose made by all orientation patches in the latent 

fingerprint are accumulated. Experimental results on 

challenging latent fingerprint datasets show the current 

method outperforms previous ones markedly. 

2.3 ORIENTATION FIELD ESTIMATION FOR LATENT 

FINGERPRINT ENHANCEMENT  

AUTHORS: J. Feng, J. Zhou, and A. K. Jain  

Identifying latent fingerprints is of vital importance for law 

enforcement agencies to apprehend criminals and terrorists. 

Compared to live-scan and inked fingerprints, the image 

quality of latent fingerprints is much lower, with complex 

image background, unclear ridge structure, and even 

overlapping patterns. A robust orientation field estimation 

algorithm is indispensable for enhancing and recognizing 

poor quality latent. However, conventional orientation field 

estimation algorithms, which can satisfactorily process most 

live-scan and inked fingerprints, do not provide acceptable 

results for most latent. It is believed that a major limitation of 

conventional algorithms is that they do not utilize prior 

knowledge of the ridge structure in fingerprints. Inspired by 

spelling correction techniques in natural language processing, 

this system uses a Reliable Fingerprint Orientation Estimation 

(RFOEA) algorithm based on prior knowledge of fingerprint 

structure. This paper represents prior knowledge of 

fingerprints using a dictionary of reference orientation 

patches, which is constructed using a set of true orientation 

fields, and the compatibility constraint between neighboring 

orientation patches.  

III. AIMS & OBJECTIVE 

AIM  

Automatic fingerprint recognition technologies have quickly 

advanced throughout the last forty years, there still exists 

many difficult analysis issues, for example, recognizing 

caliber fingerprints. Aim of this report to detect and rectify 

the distorted fingerprint to improve the match quality of 

fingerprint sample by sharing the advantages of Senior and 

Bolle approach and overcoming the limitation of same. To 

reduce the false matching of fingerprint also eliminate the 

loss cause by false matching 

OBJECTIVE  

1. To rectify the distorted fingerprint. 

2. To reduce the false matching of fingerprint. 

3. Detect the distortion field and rectify 

4. Predict the distortion field from the input distorted 

     fingerprint then the inverse of the distortion field is used to              

     transform the distorted fingerprint into a normal one. 

5. Overcome the limitation of previous fingerprint 

rectification approaches. 

V. SYSTEM ARCHITECTURE 

 
FIG. 1 SYSTEM ARCHITECTURE 
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VI. PROPOSED SYSTEM 

This report was evaluated at two levels: finger level and 

subject level. At the finger level, this report evaluate the 

execution of perceiving normal and distorted fingerprints. 

At the subject level, it assess the execution of recognizing 

subjects with normal fingerprints and those with modified 

fingerprints This report portrayed a novel mutilated unique 

mark location and amendment calculation. For contortion 

recognition, the enrolled edge introduction guide and period 

guide of a unique mark are utilized as the component vector 

and a SVM classifier is prepared to group [10] the 

information unique finger impression as mutilated or 

typical. A closest neighbor relapse approach is utilized to 

foresee the contortion field from the information misshaped 

unique mark and after that the reverse of the distortion field 

is utilized to change it into normal fingerprint. 

6.1 ALGORITHM 

There are several algorithms used in our proposed system 

1) For different feature extraction of fingerprint Adaptive 

flow orientation based feature extraction in fingerprint images 

( ratha fingerprint feature extractor) 

2) For distortion field estimation Nearest neighbor search 

algorithm is used .The similarity calculation  method is 

different depending on whether the upper part of the 

fingerprint can be detected in the input fingerprint. If the 

upper core point is detected, we translate the input fingerprint 

by aligning the upper part to center point. Then we do a full 

search of θ in the interval [-30
0
,30

0
] for the maximum 

similarity. 

3) In this paper, a nearest neighbor regression approach  is 

used. A distorted fingerprint can be thought of being 

generated by applying an unknown distortion field  to the 

normal fingerprint, which is also unknown. If we can estimate 

the distortion field  from the given distorted fingerprint, we 
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can easily rectify it into the normal fingerprint by applying 

the inverse of distorted field. 

VII. MATHEMATICAL MODEL 

7.1   FINGERPRINT REGISTRATION  

arg maxx,y,α,i‖OrientDiff(ROi(𝑥, y,α), O)≤θt‖0, (1)  

where x and y denote the translation parameters, a denotes the 

rotation parameter, i denotes the corresponding reference 

fingerprint ID, O is the orientation map of the input 

fingerprint, ROi denotes the orientation map of the ith 

reference fingerprint, function OrientDiff() computes the 

difference of two orientation maps at each location, ‖.‖0 

counts the number of nonzero elements, and θt is the 

threshold. 

7.2   DISTORTED FINGERPRINT RECTIFICATION  

di=𝑥iD-𝑥iN. (2) 

Where distortion field be d and let 𝑥iN and 𝑥iD denote the 

coordinate vectors of sampling grids of the ith pair of normal 

fingerprint and distortion fingerprint.  

The distortion fields of all training fingerprints can be viewed 

as feature vectors. Fromall ntrain distortion field samples, a 

mean distortion field, d¯=Σ i=1 ntrain di/ ntrain is first 

computed, and then a difference vector di- d for each di is 

calculated to construct an overall difference matrix D 

D=((d1-d¯), ..., (dntrain -d¯))   (3) 

From this overall difference matrix, it can compute a 

covariance matrix  

𝐶𝑜(𝐷)=1𝑛𝑡𝑟𝑎𝑖𝑛𝐷𝐷𝑇  (4) 

New distortion field d can be approximated as  

d≈𝑑+Σ𝑐𝑖𝑡𝑖=1√𝜆𝑖𝑒𝑖, (5) 

 

7.3 DISTORTION FIELD ESTIMATION BY NEAREST 

NEIGHBOR SEARCH  

  
  
    

 

 
   

   
    

   
   

  
    

 

 
   

   
 

   
   

   
where   denotes the number of blocks in the overlapping 

area,  1𝑂 and  2𝑂 denote the number of blocks with similar 

orientation above and below the center point,  1𝑃 and  2𝑃 

denote the number of blocks with similar period above and 

below the center point, and the four weights  1 , 2𝑂, 1𝑃 , 

 2𝑃, are empirically set as 1, 0.5, 1, 1.5, respectively. 

VIII. DESIGN DETAILS 

 

 

Fig 8.1: Login page 

 
Fig 8.2: Fingerprint Matching page 

IX. CONCLUSION 

We have tried to implement the paper “Jie zhou, Yuxan Luo, 

Jianjiang Feng”, “Detection and Rectification of Distorted 

Fingerprints” IEEE Trans. Pattern Analysis and Machine 

Intelligence March 2015 and according to our implementation  

the conclusion is False non-coordinate rates of fingerprint 

matchers are high on account of seriously misshaped 

fingerprints. This creates a security flaw in programmed 

unique mark acknowledgment frameworks which can be used 

by offenders and fear based oppressors. Therefore, it is 

important to build up a unique mark distortion discovery and 

amendment calculations to fill the opening. This paper 

depicted a novel algorithm unique mark recognition and 

rectification . For distortion amendment, a closest neighbor 

relapse approach is utilized to foresee the contortion field 

from the info mutilated unique mark and after that the 

converse of the bending field is utilized to change the 

misshaped finger impression into a typical one. 
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